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1: Document information  
  
1.1 Statement  
This document contains a short description of Statkraft CSIRT. It provides basic information about 
the team and how it can be contacted.   
  
Not all RFC 2350 relevant information is disclosed in this document.  
  
1.2 Date of last update  
Version 1.0, published January 2024  

 

 

2: Contact Information  
  
2.1 – Name of team  
Statkraft CSIRT  
  
2.2 – Address  
Statkraft AS  
P.O Box 200 Lilleaker  
NO-0216 Oslo  
Norway  
  
Visiting Address:  
Lilleakerveien 6  
NO-0283 Oslo  
Norway  
  
2.3 – Timezone  
UTC +1   
UTC +2 DST  
  
2.3 – E-mail:   

  
  
2.4 – Team  
Statkraft CSIRT was established in April 2016 and the team counts more than 10 people.   
  
  
3: Charter  
  
3.1 – Mission statement  
The mission of Statkraft CSIRT is to avoid or minimise business impact for attempted or conducted 
cyber-attacks against Statkraft's digital values.  
  
3.2 – Constituency  
Statkraft CSIRT is the internal cyber security function for global Statkraft and is composed of all 
internal and external users, networks and IT and process control systems in Statkraft globally.  
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3.3 – Authority  
Statkraft CSIRT has the mandate and authority necessary to deliver the required detection and 
incident response services.  

 


